
 

Data Protection and Privacy Policy 
Reference: PIMS DOC 5.2 
DocumentKits Issue No: 1.0 
Organisation Issue No: 
DocumentKits Issue Date: 26/06/2020 
Organisation Issue Date: 

Policy 
 
The Board of Directors and management of Organisation Name are committed to 
compliance with all national 
"and international" 
 
data protection laws and regulations, and maintaining appropriate procedures and 
work instructions as part of its privacy information management system (PIMS). 
 
"There are restrictions on the transfer of personal data from x to y, or outside x." 
 
  
"To this end, Organisation Name has chosen to achieve conformity with the PIMS standard, ISO/IEC 
27701:2019." 
 
 
Fundamental to data protection and privacy is the protection of the PII (personally 
identifiable information) principals. Organisation Name recognises the PII principals’ 
inviolable rights in relation to their PII, and implements measures to protect those 
rights. 
 
Organisation Name’s data protection and privacy objectives, set out in 
the Information Security and Privacy Objectives Record, are aligned with the 
organisation’s broader information security and business objectives. These 
objectives, and plans to achieve them, are developed in accordance with the business 
objectives, the context of the organisation, the results of risk assessments and the 
risk treatment plan. 
 
Organisation Name is also committed to upholding contractual terms related to 
privacy and data protection agreed with its partners, its subcontractors and its 
applicable third parties (customers, suppliers, etc.), and ensures that appropriate 
roles and responsibilities for these matters are identified and addressed in contracts. 
 
This policy applies to all personal data held by Organisation Name, including on 
wireless notebook computers, personal digital assistants and mobile telephones, and 
to personal data held by other organisations on Organisation Name’s behalf. 
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Document owner and approval 
 
The Management System Owner (MSO) is the owner of this document and is 
responsible for ensuring that it is reviewed in line with the requirements of the 
management system. 
 
The current version of this document is available to 
"Specify which members of staff this document is intended for" 
 
and is published 
"Describe the location(s) - electronic and physical - where this document is available" 
 
 
 
Its approval status can be viewed in the Master List of Document Approval. 
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